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Who is Michael Einbinder-Schatz?

* I'm a veteran Information Technology consulting strategist who
specializes in helping organizations get the most out of their IT
investment...maximizing productivity and performance, while
minimizing risk. Almost 30 years in the IT industry

Started my business in 1996 with a focus on making
a difference every day in small-to-medium

organizations!
MAGAZINE We have not had a cybersecurity breach in 26 years!
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| AnEmpie Consulted with and implemented successful

Michael \gps solutions for hundreds of clients.
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Y Author of “Simplify I.T. - The Business Owners
b o You Guide to Eliminating Technology Stress”
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Featured in Cyber Crime Documentary on Amazon
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The Importance of Cyber Security:

Due to the Covid-19 global
pandemic, there has been an
overwhelming shift to a remote
workforce.

This has led to an increase in
cybercrime, and an increase
in organization-wide
cybersecurity vulnerabilities.

[t is expected that many elements
of remote workwill continue after
the pandemic ends.
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As a Result of COVID-19...

Many businesses are adopting

new strategic policies |

regarding telecommuting : Y Digital crime
This presents several security él’ét)? rnﬁ&ﬁ]ga@ggﬂss
challenges for data security | Internet fraud=

“=Phishing Email scams

Child pornography
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Best WFH Cybersecurity Practice #1.:
Ensure Your Data is Protected

Cybersecurity Training
Phishing Testing

Multifactor Authentication
(MFA)

Cloud Continuity
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Best WFH Cybersecurity Practice #2:

Implement Recommended Policies

Acceptable Use Policy ("AUP”)

Bring Your Own Device Policy
(HBYODH)

Encryption Policy
Remote Work Policy
Consider a Policy Portal
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Best WFH Cybersecurity Practice #3:
Physical Workplace

Dedicated hardware: work machines are not
to be shared

Separate home network with company
owned telecommuter fire wall

Dedicated printer for work related materials
Management by your IT vendor




Download Our Free Work From Home Report
Today we are giving away....

Work From Home Best Practices
A Guide to protect yourself from cybercrime and organization-wide k
cybersecurity vulnerabilities in the new global climate to Our wor From Home
0 Report
Technology Group, LLC

If you sign-up you will also
receive our free cybersecurity weekly tips
e-mails

www.jobecca.com /work-from-home
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Let’s Chat

\/
& 215-891-9503

< eschatz@jobecca.com
m Michael Einbinder-Schatz | Jobecca Technology Group
|__f_| @JobeccaTechnologyGroup
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